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Abstract of the contribution: this paper proposes to combine solution 3 and solution 5 to address the key issue 5.
Discussion
1. Why shall 5GC be aware of backhaul information on control plane?
A backhaul connection over satellite(s) has different characteristics, e.g. delay, packet error rate etc, but the UE is not aware of the backhaul related info, therefore, the UE may initiate PDU session request for services which can not be supported by the satellite backhaul, e.g. for URLLC. In this case, if the 5GC can know the satellite backhaul info, the 5GC can reject the request early, which avoids unnecessary PDU session establishment, and then improves network efficiency. In addition, during the PDU session establishment, the SMF can also inform the PCF of the satellite backhaul information, so that the PCF can generate appropriate PCC rules for satellite backhaul case, and then QoS modification procedure can be avoided if satellite backhaul is also used on user plane.
Besides thses, the network may also need to be aware of satellite backhaul to determine whether to notify UE to adjust NAS timer value. If the network already knows the satellite backhaul information, why not to use it for appropriate QoS control and/or Policy control?

2. EN resolvation
According to the common understanding during the last meeting, solution 3 and 5 can be combined to solve key issue 5 comprehensively, thus a new combined solution is proposed.
In addition, there is an EN in the solution 5:
Editor's note:	The detail of the satellite backhaul related information provided by AMF to SMF is FFS. For example, it could be backhaul delay, the satellite category /identifier, RAN Node ID/Name, etc.
From our perspectives, using RAN node ID/name is not applicable, because a RAN node may have terrestrial backhaul and satellite backhaul simultaneously. Backhaul delay can not indicate whether satellite backhaul is used, because a RAN node with long terrestrial backhaul may have similar backhaul delay as a RAN node using LEO satellite backhaul, so that other satellite specific information, i.e. bandwidth, can not be known by the network.
Based on such considerations, we propose to use the satellite category as the satellite backhaul related information provided to the AMF in the combined solution.
There may be several ways to let the AMF know the type/category of the satellite over which the backhaul connection is established:
1)	Implementation dependent way, e.g., configuring particular RAN node ID or IP addresses to the AN nodes which connect the 5GC via satellites.
2)	Extension of NG-AP protocol, e.g., allowing the AN node to report the satellite category to the AMF.
From our perspectives, option 1 is quite simple and has no impact to RAN spec, but requires special deployment or configurations, and it has restrictions that the RAN node can not simultaneously connect with 5GC via terrestrial connection or other type of satellites, e.g. if a RAN node initially connects a AMF via LEO satellite, and subsequently establishes another backhaul connection via GEO satellite, then the AMF can not detect the change of backhaul connection; 
Option 2 is more flexible, but impact to NG-AP protocol should be discussed in RAN 3. 
Considering different network deployment, we propose to support both options.
Proposal
It is proposed to include the new solution into the TR 23.737.
FIRST CHANGE (ALL NEW)
[bookmark: _Toc14111279]6.X	Solution #X for Key Issue #5: Combining solution 3 and solution 5
[bookmark: _Toc14111280]6.X.1	Description
For the scenario that satellite connectivity is used as backhaul between an AN node and CN, it is necessary to let some 5GC NFs know the backhaul information for appropriate QoS control and Policy control. 
The backhaul information reflects the transmission latency on the backhaul path. On the control plane, it could be the satellite category (e.g. LEO, GEO, etc.); on the user plane, it could be QoS limitation as specified in solution 3, the QoS limitations can be minimum latency, maximum throughput, minimum packet error rate, etc.
The satellite category is detected by the AMF by implementation or reported by AN node.
NOTE:	How to report the satellite category needs to be further discussed in RAN 3.
The satellite category is sent by the AMF to the SMF, and then may be used by the SMF and PCF as shown below:
-	The SMF may check the consistency of the DNN/S-NSSAI and the satellite backhaul. If the DNN/S-NSSAI is only used for some specific low latency service that anyhow the backhaul can't meet the requirements, SMF rejects the PDU Session Establishment procedure. Otherwise, SMF takes the backhaul information (i.e., the satellite category) into account for QoS parameters decision.
-	The PCF may take the backhaul information (i.e., the satellite category) into account for policy control, e.g. to decide whether a request from AF is acceptable or not.
QoS limitation of a user plane connection is detected by the UPF, for instance, a UPF may have a satellite connection to a gNB attached to its N3 interface, this connection could have a QoS limitation with respect to latency, i.e. the connection will have a minimum latency largely determined by the latency caused by the satellite connection. The awareness of the UPF may be pre-provisioned, or it may be dynamically determined, e.g. by monitoring the QoS properties of a connection. QoS limitations can sometimes change dynamically, e.g. because of fading of satellite connections. The dynamic determination of QoS limitations is left for implementation.
The QoS limitation known by UPFs can further be provided to the SMF via the N4 interface. The QoS limitation can be used by the SMF and PCF as shown below:
-	The SMF can use the QoS limitation of UPFs for the selection of UPFs, and after selection of one or more UPFs, the information can be used to adapt (if necessary) the initial choice of QoS Profile to be sent to the AN.
-	SMF can use the QoS limitation of UPFs for the adaptation of UE requested QoS, e.g., starting a QoS Update resulting in a PDU Session Modification.
[bookmark: _Toc14111281]6.X.2	Procedures
6.X.2.1	Procedures of detecting backhaul related information via N4 interface
A UPF can inform an SMF about the QoS limitations of connections attached to its end-points via the N4 Node Level Procedures as described in TS 23.502 [3], clause 4.4.3. For instance the N4 Association Setup Procedure can be used: the information from the UPF can be provided in the N4 Association Setup Response (see figure 6.3.2-1).


Figure 6.x.2-1: N4 association setup procedure
After an association the UPF can provide update to QoS limitations via the UPF initiated N4 Association Update Procedure in the N4 Association Update Request (see figure 6.3.2-2).


Figure 6.x.2-2: UPF initiated N4 association update procedure

6.X.2.2	Procedures of detecting backhaul related information via N2 interface
If an AN node establishes a TNL association with the AMF via satellite backhaul, it includes the satellite backhaul related information in the AMF CONFIGURATION UPDATE ACKNOWLEDGE message sent to the AMF.

.
Figure 6.x.2-3: AMF CONFIGURATION UPDATE procedure

6.X.2.3	Procedures of utilizing backhaul related information during the PDU session establishment procedure
During the PDU Session Establishment Procedure, SMF uses the satellite category to determine whether the PDU session establishment request can be accepted, and provides the satellite category to the PCF for appropriate policy decision. The SMF can also use the information on QoS limitations of UPFs for UPF selection. Depending on the chosen UPF(s) the SMF may adapt the QoS information (i.e. QFI(s), QoS Profile) sent to (R)AN.


6.X.2-4 The PDU session establishment procedure with support of satellite backhaul
1. Based on the RAN node ID or TNL association on which the PDU session establishment request is received, the AMF determines whether the UE is accessing the network via satellite backhaul. If yes, the AMF determines the satellite category.
3. The AMF sends the satellite category to the SMF. SMF may check the consistency of the DNN/S-NSSAI and the satellite backhaul related information, for example, if the DNN/S-NSSAI is only used for some specific low latency service that anyhow the satellite backhaul can't meet the requirements, SMF rejects the PDU Session Establishment procedure.
7b. During the SM policy association establishment procedure, the SMF further notifies the PCF of the backhaul information, i.e., satellite category. The PCF takes the satellite category into account to generate the PCC rules and make other policy decisions.
8. During the UPF selection, the SMF may take the information on QoS limitations of the candidate UPFs into account.
9. Based on the QoS limitation of the selected UPF, if the SMF determines it can not comply the PCC rules from the PCF, the SMF initiates SM policy association modification procedure to notify the PCF of the QoS limitation according to a Policy Control Request Trigger. PCF makes policy decision based on the QoS limitation and provides updated policies to the SMF.
11. The SMF generates QoS parameters based on the PCC rules. If PCC is not deployed, the SMF takes satellite category and/or QoS limitation into account to generate appropriate QoS parameters. The SMF provides the QoS parameters to the AN node and the UE.

6.X.2.2	Procedures of utilizing backhaul information during the PDU session modification procedure
Dynamically changed QoS limitations can also be used as a trigger for the UPF to let the SMF initiate a PDU Session Modification Procedure (see the new information flows 1f and 1g). During PDU Session Modification procedure, the SMF uses the information on QoS limitations of UPFs to adapt the UE requested QoS in step 1a in figure 6.3.2-4.
When PCF is deployed during PDU Session Modification the SMF may inform the PCF about QoS limitations in a similar way as during PDU Session Establishment.


6.X.2-5 The PDU Session Modification procedure triggered by the changed QoS limitation
1f.	(UPF initiated modification) The UPF initiates the PDU Session Modification procedure by the transmission of an N4 Association Update Request (QoS limitations list).
1g.	In case of UPF initiated modification, the SMF shall respond to the UPF with an N4 Association Update Response.
3b.	For SMF requested modification or UPF initiated modification, the SMF invokes Namf_Communication_N1N2MessageTransfer (N2 SM information (PDU Session ID, QFI(s), QoS Profile(s), Session-AMBR), N1 SM container (PDU Session Modification Command (PDU Session ID, QoS rule(s), QoS Flow level QoS parameters if needed for the QoS Flow(s) associated with the QoS rule(s), QoS rule operation and QoS Flow level QoS parameters operation, Session-AMBR))).
	If the UE is in CM-IDLE state and an ATC is activated, the AMF updates and stores the UE context based on the Namf_Communication_N1N2MessageTransfer and steps 4, 5, 6 and 7 are skipped. When the UE is reachable e.g. when the UE enters CM-CONNECTED state, the AMF forwards the N1 message to synchronize the UE context with the UE.

[bookmark: _Toc14111282]6.7.3	Impacts on existing nodes and functionality
The solution has impact on:
-	AMF
-	detects the backhaul related information (i.e. satellite category);
-	Provides the satellite category to the SMF during PDU Session Establishment procedure.
-	SMF:
-	Checks the consistency of the DNN/S-NSSAI and the satellite category to decide whether to proceed with the PDU Session Establishment procedure;
-	Provides the satellite category to PCF for QoS related policy decision; 
-	Collects information on QoS limitations from UPFs;
-	Chooses UPFs based on QoS limitations, 
-	Provides QoS limitation to PCF;
-	Adapts QoS parameters sent to (R)AN based on the information on QoS limitations.
-	PCF:
-	Takes the backhaul information (satellite category and QoS limitation) into account for the policy decisions.
-	PCF needs to be enhanced to support adjusting policy decisions based on the QoS limitation trigger received from the SMF.
-	UPF: 
-	Detects and reports QoS limitations of connections attached to its interfaces;

[bookmark: _Toc14111283]6.7.4	Solution Evaluation
The benefits of the solution are:
-	The SMF can decide whether the S-NSSAI and DNN requested by UE can be supported by satellite backhaul;
-	The SMF can select an appropriate UPF for the PDU session to be established based on the QoS limitations of the UPF;
-	PCF can make appropriate policy decision based on the satellite category or QoS limitations;
-	Flexible deployment is supported on user plane:
-	An AN node can have a terrestrial backhaul, one or more satellite backhauls, or a combination of both.
-	The backhaul type on the control plane is independent with that on the user plane, e.g. the control plane may use a traditional (low-latency) backhaul connection whereas the user plane may use the satellite (high-latency) backhaul connection
The drawbacks of the solution are:
-	The protocol over the N4, N7 and N11 interface needs to be extended;.
-	Additional functionalities in the AMF, UPF, PCF and SMF are required.
End of Changes
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